
.g J.P. MEDU NARODN I AERODROM " SARAJ EVO" D.O,O. SARAJEVO

POLITIKA INFORMACIONE SIGURNOSTI I

PRIVATNOSTI
J.P. Metlunarodni aerodrom ,,SARAJEVO" d.o.o, Sarajevo opredUeljeno je da:

' uvjeri korisnike aerodromskih usruga i posrovne partnere da cemo stititi sve informacije koje su namdostavljene ili koje su kreirane u re;lizaciji naSih usluga ipo"tovnit pro"esa;. Osigura da su informacije zasticene od neovlastenog pristupa;
. Osigura povjerljivost i integritet informacija;

' osigura dostupnost informacija ovrastenim osobama i institucijama kada za to postoji obaveza;
' vrsi"procjenu rizika po sigurnost informacija i privatnosti u planiranim intervalima i/ili kada se deseznadajne promjene u organizaciji,

' upravlja rizicima visokog ranga isvodi ih na prihvafijiv nivo kroz adekvatan pran za tretman rizika;. Postuje vaZecu legislativu iregulativu;
. Gradi i odrzava svijest zaposlenika o znafuju informacione sigurnosti i privatnosti;. Osigura da su sve povrede informaci.iske sigurnosti iprivatnosti prijavtiene iistrazene:
' Planira i provodi kontinuitet sigurnosti informacija kroz proces upravrjanja kontinuitetom posrovanja;. Zadouoljaua zahtjeve ISO/|EC 27OO 1:2022 i tSOltEC 27ZOj:2O1g;

' Stalno poboljsava prikladnost, adekvatnost i efektivnost Sistema upravljanja sigurnosdu informacija iSistema upravljanja privatnosdu;

' odr:ava certifikaciju sistema upravrjanja sigurnoseu informacija isistema upravrjanja privatnosdu.
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INFORMATION SECURITY AND PRIVACY POLICY
P.c. ,'sARAJEvo" lnternational Airport LLc sarajevo has committed itself to the following:

' To convince users of airport services and business partners that all lhe information they senl us or thosecreated during realization of our services and business relations;
. To secure the information from unauthorized access;
. To secure confidentiality and integrity of information;

' To enable available of information to authorized individuals and institutions when it is required;
' To make risk assessments related to security of information and privacy in regular inlervals and/or ln

case of major organizational changesi

' To manage very high & high risks trying to reduce them to acceplable level using adequate plan for risk
treatment;

. To comply with laws and regulatory rules being in forc€;

' To build up and sustain emproyees awareness on importance ofthe information security and privacy;

' To take care that all violations of the information security and privacy are reported and investigaled;

' To plan.and enable continuity of the information security through a process of managing lhe business
continuity;

. To comply with tSO/tEC 27OOi:2022 and |SOIEC 2Z7O,t:2O1g,. 
I:^ITp_]TpJ?r.l1S ,"yl3bil'y, adequacy and efrectiveness of the tnformation Security Managemenr
system and pnvacy lnformalion l\4anagement System:

' To maintain certitic€tion of the rnformation security Management system and privacy rnformalion
Management System

2a neSarajevo, 09.01.2026. /
b( : )6-/ "' -//- JlJ - / ///

/
,E!o adeo Mandi6

\


